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O Serviço Secreto dos EUA Desmantelado uma rede de dispositivos eletrônicos localizados em
toda a área dos três estados de Nova York que foram usados para realizar várias ameaças
relacionadas às telecomunicações direcionadas a altos funcionários do governo dos EUA, o que
representava uma ameaça iminente às operações de proteção da agência.

Este protetor levou à descoberta de mais de 300 servidores SIM co-localizados e 100.000 cartões
SIM em vários locais.

Além de realizar ameaças telefônicas anônimas, esses dispositivos podem ser usados para realizar
uma ampla gama de ataques de telecomunicações. Isso inclui desabilitar torres de telefonia celular,
permitir ataques de negação de serviços e facilitar a comunicação anônima e criptografada entre
possíveis agentes de ameaças e empresas criminosas.

Embora o exame forense desses dispositivos esteja em andamento, a análise inicial indica
comunicações celulares entre agentes de ameaças do estado-nação e indivíduos conhecidos pelas
autoridades federais.

“O potencial de interrupção das telecomunicações de nosso país representado peloé uma rede de
dispositivos que não pode ser exagerada”, disse o diretor do Serviço Secreto dos EUA, Sean
Curran. “A missão de proteção do Serviço Secreto dos EUA tem tudo a ver com prevenção, e esta
investigação deixa claro para potenciais maus atores que ameaças iminentes aos nossos protegidos
serão imediatamente investigadas, rastreadas e desmanteladas.”

Esses dispositivos estavam concentrados a 35 milhas da reunião global da Assembleia Geral das
Nações Unidas, agora em andamento na cidade de Nova York. Dado o momento, a localização e o
potencial de interrupção significativa das telecomunicações de Nova York representada por esses
dispositivos, a agência agiu rapidamente para interromper essa rede. A Unidade Avançada de
Interdição de Ameaças do Serviço Secreto dos EUA, uma nova seção da agência dedicada a
interromper as ameaças mais significativas e iminentes aos nossos protegidos, está conduzindo esta
investigação. Esta investigação está em andamento.
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Justiça, o Gabinete do Diretor de Inteligência Nacional e o NYPD, bem como outros parceiros
estaduais e locais de aplicação da lei, forneceram valiosos conselhos técnicos e assistência em
apoio a esta investigação.
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