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Toda vez que Bruxelas produz um novo acrénimo, alguém na empresa bufa: “Mais papel?”
Acontece. Mas o0 Regulamento Dados nédo € apenas um selo para adicionar ao fichario: ele
esclarece quem pode acessar os dados, em que condi¢cdes e como sair de um provedor de nuvem
sem ficar preso. Em um mercado dominado por produtos conectados, plataformas e contratos do
tipo “pegar ou largar”, € uma mudanca tangivel.

O Regulamento entrou em vigor em 11 de janeiro de 2024 e aplicam-se em toda a UE a partir
de 12 de setembro de 2025. O objetivo € criar um mercado de dados mais justo e competitivo:
menos aprisionamento, mais interoperabilidade e maiores direitos para usuarios e empresas. Em
outras palavras, os dados ndo permanecem mais nas maos de fabricantes ou provedores de nuvem,
mas se tornam uma alavanca gue 0s usuarios podem aproveitar.

O que é, em poucas palavras?

Trata-se de um regulamento “horizontal” que engloba dados pessoais e ndo pessoais e afeta trés
areas fundamentais. O primeiro: Dados gerados por produtos conectados (maquinas, veiculos,
automacao residencial, sensores). Os usuarios do dispositivo tém o direito de acessar esses dados e
compartilha-los com terceiros de sua escolha, como um provedor de manutencao independente. O
segundo: Relacionamentos B2B , em que o Regulamento Dados limita as clausulas contratuais
impostas unilateralmente que restringem a utilizacdo de dados. O terceiro: Servigos de
processamento de dados (huvem e borda), com regras que exigem portabilidade,
interoperabilidade e a remocao de barreiras técnicas e contratuais a mudanca.

Ha também a questao de Acesso dos dados pela administragdo publica : ndo é uma porta
completamente aberta. Estamos falando de “necessidades excepcionais”, ou seja, emergéncias ou
casos especificos previstos em lei, com solicitagcbes direcionadas, temporérias e justificadas. A ideia
nao é “levar tudo”, mas permitir intervencdes quando realmente necessario.

Seguranca, IP e segredos comerciais

Primeiro, a pergunta que todos fazem: “Entéo, devo revelar meus segredos?” Nao. A Lei de Dados
exige que medidas adequadas para proteger segredos comerciais e propriedade intelectual. Se o
usuario ou terceiro ndo cumprir as medidas de protecdo, o compartilhamento pode ser suspenso. A
I6gica é simples: direitos de acesso e reutilizacdo sim, saquear nao .

Ha também um Adverténcia geopolitica clausula: para dados nédo pessoais mantidos na Unido, sdo
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necessarias salvaguardas para impedir o acesso ou transferéncias para fora da UE que sejam
incompativeis com a legislacéo europeia. Para aqueles com cadeias de suprimentos de dados
globais, isso ndo é um detalhe menor.

Por que CISOs, CIOs e advogados realmente se importam

Para aqueles que constroem dispositivos conectados, a mensagem é clara: design “pelo
compartilhamento de dados N&o basta simplesmente “gerar” dados: 0s usuarios devem ter
permissao para acessa-los e compartilha-los de maneira segura e rastreavel. SAo necessarios
autenticacao forte, registro, pseudonimizacado quando apropriado, gerenciamento oportuno de
segredos comerciais, governanca de solicitacdes e um canal oficial para processa-los sem
improvisacao.

Para quem compra ou vende nuvem, slogans se tornam fatos. Comutacao torna-se um direito: 0s
contratos devem especificar como sair, em que prazo, com que apoio e em que condi¢cdes
financeiras. No nivel técnico, formatos de exportacdo abertos, mapeamentos semanticos,
automacao de portabilidade, multinuvem orquestracao, e interoperabilidade mensuravel critérios
séo0 necessarios. Este é o antidoto estrutural para o aprisionamento e também representa resiliéncia
operacional.

Para aqueles que escrevem ou reléem contratos B2B, a Lei de Dados Desarma muitas clausulas
restritivas relativas a responsabilidade, recursos e interpretacdo dos direitos de uso. O ponto
principal é que a liberdade contratual permanece, mas a justica esta de volta ao foco: certas
condi¢gbes néo vinculam mais a parte mais fraca.

Por fim, 0o Processo B2G : ter uma politica interna para gerenciar solicitagcdes de PA. Verifique a
base legal, determine a necessidade excepcional, minimize, rastreie e retenha. Evite respostas
improvisadas: fungdes, fluxos de trabalho e um registro de solicitacées sédo essenciais.

O que muda “a partir de segunda-feira de manh&”

Vamos parar com 0s contrasconsidera-lo apenas mais uma obrigacao e, em vez disso, vé-lo como
uma facilitador competitivo . Os dados do produto alimentam novos servigos pos-venda,
manutencao preditiva e cadeias de suprimentos mais transparentes. A interoperabilidade na nuvem
desbloqueia menos romantico e mais mensuravel estratégias multicloud, reduzindo o risco
operacional. A clareza contratual nos relacionamentos B2B evita brigas e reduz o tempo de
valorizacao dos projetos orientados por dados.

E sim, envolve um trabalho real: mapear fluxos de dados, atualizar politicas e contratos, fortalecer
controles, repensar a arquitetura para portabilidade. Mas é um trabalho que cria valor, ndo apenas
conformidade.

Concluséo: menos slogans, mais engenharia (e contratos bem
elaborados)

A Lei de Dados é apenas mais um regulamento? Sim. Exceto que este, se vocé implementa-lo, faz
vocé trabalhar melhor . Ele transfere o poder para agueles que usam os produtos e pagam pelos
servicos, reduz as cadeias invisiveis de aprisionamento e for¢ca todos a tratar os dados como um
Bem comum negociavel com regras claras. A diferenca esta na execuc¢ao: processos solidos,



seguranca por design e, finalmente, contratos explicitos em relacdo a Acesso, compartilhamento e
liberacao . O resto sdo apenas desculpas.
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