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O Serviço Secreto dos EUA encontrou e desmantelou uma rede de dispositivos eletrônicos que

poderiam ser usados para desligar a rede celular na cidade de Nova York.

O equipamento, descoberto em vários locais em toda a área dos três estados de Nova York (Nova
York, Nova Jersey e Connecticut), incluía 300 servidores SIM co-localizados e 100.000 cartões SIM.

 

Em uma declaração publicado em 23 de setembro, o Serviço Secreto disse que o equipamento
havia sido usado para realizar várias ameaças relacionadas às telecomunicações direcionadas a
altos funcionários do governo dos EUA.

Ele pode ser usado para desativar torres de telefonia celular, permitir ataques de negação de
serviços (DoS) e facilitar a comunicação anônima e criptografada entre possíveis agentes de
ameaças e empresas criminosas.

Esses dispositivos estavam concentrados a 35 milhas da reunião global da Assembleia Geral das
Nações Unidas, que estava prestes a começar na cidade de Nova York.

“Dado o momento, a localização e o potencial de interrupção significativa das telecomunicações de
Nova York representada por esses dispositivos, a agência agiu rapidamente para interromper essa
rede”, disse o Serviço Secreto.

 

O Serviço Secreto desmantelou uma rede de mais de 300 servidores SIM e 100.000 cartões
SIM na área de Nova York que eram capazes de paralisar os sistemas de telecomunicações
e realizar ataques telefônicos anônimos, interrompendo a ameaça antes que os líderes
mundiais chegassem para o General da ONU … pic.twitter.com/sZKUeGqvGY

— Serviço Secreto dos EUA (@SecretService) 23 de Setembro de 2025
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https://www.secretservice.gov/newsroom/releases/2025/09/us-secret-service-dismantles-imminent-telecommunications-threat-new-york
https://t.co/sZKUeGqvGY
https://twitter.com/SecretService/status/1970445933667082482?ref_src=twsrc%5Etfw


 

 

O esforço foi liderado pela Unidade Avançada de Interdição de Ameaças da agência, uma nova
seção dedicada a interromper as ameaças mais significativas e iminentes aos cidadãos americanos.

Embora uma investigação ainda esteja em andamento, a análise inicial indica que os agentes de
ameaças do estado-nação estiveram em contato com indivíduos conhecidos pelas autoridades
federais.

 

No comunicado, Sean Curran, diretor do Serviço Secreto dos EUA, enfatizou que o potencial de
interrupção das telecomunicações dos EUA representado por essa rede de dispositivos “não pode
ser exagerado”.

“Esta investigação deixa claro para potenciais maus atores que ameaças iminentes aos nossos
protegidos serão imediatamente investigadas, rastreadas e desmanteladas”, acrescentou.

O Serviço Secreto está colaborando com várias agências federais e locais de aplicação da lei na
investigação, incluindo as Investigações de Segurança Interna do Departamento de Segurança
Interna (DHS), o Departamento de Justiça (DoJ), o Escritório do Diretor de Inteligência Nacional
(ODNI) e o Departamento de Polícia de Nova York (NYPD).
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